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Washington, DC 20554

Annual 47 C.F.R. § 64.2009(¢) CPNI Certification
EB Docket 06-36

Annual 64.2009(e) CPNI Certification for 2012 covering the prior calendar year 2011

Date filed: February 24, 2012

Name of Company covered by this certification: Westgate Communications LLC dba WeavTel
Form 499 Filer ID: 819907

Name of signatory: Richard J. Weaver

Title of signatory: General Manager

I, Richard J. Weaver, certify that I am an officer of the Company named above, and acting as an agent of
the company, that | have personal knowledge that the Company has established operating procedures that are
adequate to ensure compliance with the Commission’s CPNI rules. See 47 C.F.R. § 64.2001 ef seq.

Attached to this certification is an accompanying statement explaining how the Company’s procedures
ensure that the Company is in compliance with the requirements (including those mandating the adoption of CPNI
procedures, training, recordkeeping, and supervisory review) set forth in section 64.2001 er seq. of the
Commission’s rules.

The Company has not taken any actions (i.e., proceedings instituted or petitions filed by the Company at
either state commissions, the court system, or at the Commission against data brokers) against data brokers in the
past year.

The Company has not received any customer complaints in the past year concerning the unauthorized
release of CPNI.

The Company represents and warrants that the above certificate is consistent with 47 C.F.R. §1.17 which

requires truthful and accurate statements to the Commission. The Company also acknowledges that false statements
and misrepresentations to the Commission are punishable under Title 18 of the U.S. Code and may subject it to

enforcement action.
Signed: »/A‘/ m

General Manager - WeavTel












approval) to initiate and provide the services. Likewise, the Company’s employees and billing agents
may use customer service and calling records (without customer approval): (a) to bill customers for
services rendered to them; (b) to investigate and resolve disputes with customers regarding their bills;
and (c) to pursue legal, arbitration, or other processes to collect late or unpaid bills from customers.

12. The Company’s employees and agents may use CPNI without customer approval to protect the
Company’s rights or property, and to protect users and other carriers from fraudulent, abusive or
illegal use of (or subscription to) the telecommunications service from which the CPNI is derived.
Because allegations and investigations of fraud, abuse and illegal use constitute very sensitive matters,
any access, use, disclosure or distribution of CPNI pursuant to this Section must be expressly
approved in advance and in writing by the Company’s CPNI Compliance Officer.

13. The Company’s employees, agents, independent contractors and joint venture partners may NOT
use CPNI to identify or track customers who have made calls to, or received calls from, competing
carriers. Nor may the Company’s employees, agents, independent contractors or joint venture
partners use or disclose CPNI for personal reasons or profit.

14. Company policy mandates that files containing CPNI be maintained in a secure manner such that
they cannot be used, accessed, disclosed or distributed by unauthorized individuals or in an
unauthorized manner.

15. Paper files containing CPNI are kept in secure areas, and may not be used, removed, or copied in
an unauthorized manner.

16. Company employees, agents, independent contractors and joint venture partners are required to
notify the CPNI Compliance Officer of any access or security problems they encounter with respect to
files containing CPNI.

17. The Company may permit its customers to establish online accounts, but must require an
appropriate password to be furnished by the customer before he or she can access any CPNI in his or
her online account. Passwords may NOT be based upon readily obtainable biographical information
(e.g., the customer’s name, mother’s maiden name, social security number or date of birth) or account
information (e.g., the customer’s telephone number or address).

18. Customers may obtain an initial or replacement password: (i) if they come in person to the
Company’s business office, produce a driver’s license, passport or other government-issued
identification verifying their identity, and correctly answer certain questions regarding their service
and address; or (ii) if they call a specified Company telephone number from their telephone number of
record, and then wait at that number until a Company representative calls them back and obtains
correct answers to certain questions regarding their service and address.

19. The Company will notify customers immediately of certain changes in their accounts that may
affect privacy or security matters.

a. The types of changes that require immediate notification include: (a) change or request for
change of the customer’s password; (b) change or request for change of the customer’s address of
record; (c) change or request for change of any significant element of the customer’s online









